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Preface

This Standard was prepared by the Standards Australia Committee IT-005, Financial Transaction 
Systems, to supersede AS 2805.14.2—2009, Electronic funds transfer — Requirements for interfaces 
—Part 14.2: Secure cryptographic devices (retail) — Security compliance checklists for devices used in 
financial transactions.

The objective of this Standard is to specify checklists to be used to evaluate secure cryptographic 
devices (SCDs) incorporating cryptographic processes as specified in ISO 9564‑1, ISO 9564‑2, ISO 16609, 
AS 2805.6.1.1 (identical adoption of ISO 11568‑1), AS 2805.6.1.2 (identical adoption of ISO 11568‑2), 
and AS 2805.6.1.4 (identical adoption of ISO 11568‑4), in the financial services environment. Integrated 
circuit (IC) payment cards are subject to the requirements identified in this document up until the 
time of issue after which they are to be regarded as a “personal” device and outside of the scope of 
this document.

This Standard is identical with, and has been reproduced from, ISO 13491‑2:2017, Financial services — 
Secure cryptographic devices (retail) — Part 2: Security compliance checklists for devices used in financial 
transactions.

As this document has been reproduced from an International Standard, a full point substitutes for a 
comma when referring to a decimal marker.

Australian or Australian/New Zealand Standards that are identical adoptions of international 
normative references may be used interchangeably. Refer to the online catalogue for information on 
specific Standards.

The terms “normative” and “informative” are used in Standards to define the application of the annexes 
to which they apply. A “normative” annex is an integral part of a Standard, whereas an “informative” 
annex is only for information and guidance.
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