
AS 2805.2:2019

Electronic funds transfers — 
Requirements for interfaces

Part 2: Message structures, 
format and content

AS 2805.2:2019
(Incorporating Amendment No. 1)

This is a free page sample. Access the full version online.



AS 2805.2:2019

ISBN 978 1 76072 593 8

This Australian Standard® was prepared by IT-005, Financial Transaction Systems. It was 
approved on behalf of the Council of Standards Australia on 18 September 2019.
This Standard was published on 4 October 2019.

The following are represented on Committee IT-005:
Australian Payments Network
EFTPOS Payments Australia
New Payments Platform Australia

Additional Interests
American Express
ANZ Banking Group
Coles Group
Commonwealth Bank of Australia
Diebold Nixdorf
Eracom Technologies Australia
FIS Global
Gemalto
Mag-Tek
National Australia Bank
Pacific Research
SWIFT
Thales e-Security
Triton Systems of Delaware LLC
UL Transaction Security
Westpac Banking Corporation
Woolworths Group

This Standard was issued in draft form for comment as DR AS 2805.2:2019.

Keeping Standards up-to-date
Ensure you have the latest versions of our publications and keep up-to-date about 
Amendments, Rulings, Withdrawals, and new projects by visiting:  
www.standards.org.au

This is a free page sample. Access the full version online.

http://www.standards.org.au


Electronic funds transfers — 
Requirements for interfaces

Part 2: Message structures, format 
and content

Originated as AS 2805.2—1985.
Previous edition 2015.
Seventh edition 2019.
Reissued incorporating Amendment No 1 (June 2020).

COPYRIGHT
© Standards Australia Limited 2019
All rights are reserved. No part of this work may be reproduced or copied in any 
form or by any means, electronic or mechanical, including photocopying, without the 
written permission of the publisher, unless otherwise permitted under the Copyright 
Act 1968 (Cth).

AS 2805.2:2019
(Incorporating Amendment No. 1)

This is a free page sample. Access the full version online.



Preface

This Standard was prepared by the Standards Australia Committee IT-005, Financial Transaction 
Systems, to supersede AS 2805.2 — 2015.

This Standard incorporates Amendment No. 1 (June 2020). The changes required by the Amendment are 
indicated in the text by a marginal bar and amendment number against the clause, note, table, figure or 
part thereof affected.

During the preparation of this Standard cognizance was taken of ISO 8583 series, Financial transaction 
card originated messages — Interchange message specifications.

The objective of this revision is to provide additional codes that have been identified by the 
payments industry.

The AS 2805 series comprises the following:

AS 2805.1, Electronic funds transfer — Requirements for interfaces, Part 1: Communications

AS 2805.2, Electronic funds transfer — Requirements for interfaces, Part 2: Message structures, format 
and content (this Standard)

AS  2805.3.1, Electronic funds transfer — Requirements for interfaces, Part 3.1: PIN management and 
security — General (in preparation)

AS  2805.3.2, Electronic funds transfer — Requirements for interfaces, Part 3.2: PIN management and 
security — Off-line with ICC verification (in preparation)

AS 2805.4.1, Electronic funds transfer — Requirements for interfaces, Part 4.1: Message authentication — 
Mechanisms using a block cipher

AS 2805.4.2, Electronic funds transfer — Requirements for interfaces, Part 4.2: Message authentication — 
Mechanisms using a block cipher

AS  2805.5.1, Electronic funds transfer — Requirements for interfaces, Part 5.1: Ciphers — Data 
encipherment algorithm 1 (DEA 1)

AS  2805.5.2, Electronic funds transfer — Requirements for interfaces, Part 5.2: Ciphers — Modes of 
operation for an n-bit block cipher algorithm

AS  2805.5.3, Electronic funds transfer — Requirements for interfaces, Part 5.3: Ciphers — Data 
encipherment algorithm 2 (DEA 2)

AS  2805.5.4, Electronic funds transfer — Requirements for interfaces, Part 5.4: Ciphers — Data 
encipherment algorithm 3 (DEA 3) and related techniques

AS  2805.6.1, Electronic funds transfer — Requirements for interfaces, Part 6.1: Key management 
— Principles

AS  2805.6.2, Electronic funds transfer — Requirements for interfaces, Part 6.2: Key management — 
Transaction keys

AS 2805.6.3, Electronic funds transfer — Requirements for interfaces, Part 6.3: Key management — Session 
keys — Node to node

AS 2805.6.4, Electronic funds transfer — Requirements for interfaces, Part 6.4: Key management — Session 
Keys — Terminal to acquirer

AS 2805.6.5.1, Electronic funds transfer — Requirements for interfaces, Part 6.5.1: Key management — 
TCU initialization — Principles
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AS 2805.6.5.2, Electronic funds transfer — Requirements for interfaces, Part 6.5.2: Key management — 
TCU initialization — Symmetric

AS 2805.6.5.3, Electronic funds transfer — Requirements for interfaces, Part 6.5.3: Key management — 
TCU initialization — Asymmetric

AS 2805.6.6, Electronic funds transfer — Requirements for interfaces, Part 6.6: Key management — Session 
keys — Node to node with KEK replacement

AS 2805.9, Electronic funds transfer — Requirements for interfaces, Part 9: Privacy of communications

AS  2805.10.1, Electronic funds transfer — Requirements for interfaces, Part 10.1: File transfer 
integrity validation

AS 2805.10.2, Electronic funds transfer — Requirements for interfaces, Part 10.2: Secure file transfer (retail)

AS 2805.11, Electronic funds transfer — Requirements for interfaces, Part 11: Card parameter table

AS  2805.12.1, Electronic funds transfer — Requirements for interfaces, Part 12.1: Message content — 
Structure and format

AS  2805.12.2, Electronic funds transfer — Requirements for interfaces, Part 12.2: Message content — 
Application and registration procedures for Institution Identification Codes (IIC)

AS  2805.12.3, Electronic funds transfer — Requirements for interfaces, Part 12.3: Message content — 
Maintenance procedures for messages, data elements and code values

AS  2805.13.1, Electronic funds transfer — Requirements for interfaces, Part 13.1: Secure hash 
functions — General

AS  2805.13.2, Electronic funds transfer — Requirements for interfaces, Part 13.2: Secure hash 
functions — MD5

AS  2805.13.3, Electronic funds transfer — Requirements for interfaces, Part 13.3: Secure hash 
functions — SHA-1

AS  2805.14.1, Electronic funds transfer — Requirements for interfaces, Part 14.1: Secure cryptographic 
devices (retail) — Concepts, requirements and evaluation methods

AS 2805.14.2, Electronic funds transfer — Requirements for interfaces, Part 14.2: Secure cryptographic 
devices (retail) — Security compliance checklists for devices used in magnetic stripe card systems

AS 2805.16, Electronic funds transfer — Requirements for interfaces, Part 16: Merchant Category Codes 
(in preparation)

In the AS 2805 series of Standards, the definitions of words and phrases used are specific to the Part in 
which they appear.

The terms “normative” and “informative” are used in Standards to define the application of the 
appendices or annexes to which they apply. A “normative” appendix or annex is an integral part of a 
Standard, whereas an “informative” appendix or annex is only for information and guidance.
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