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PREFACE

This Standard was prepared by the Australian members of the Joint Standards
Australia/Standards New Zealand Committee IT-012, Information systems—Security and
identification technology. After consultation with stakeholders in both countries, Standards
Australia and Standards New Zealand decided to develop this Standard as an Australian, rather
than an Australian/New Zealand Standard.

This Standard is identical with, and has been reproduced from ISO/IEC TR 14516:2002,
Information technology—Security techniques—Guidelines for the use and management of
Trusted Third Party services.

The objective of this Standard is to provide guidance for the use and management of TTPs, a
clear definition of the basic duties and services provided, their description and their purpose,

and the roles and liabilities of TTPs and entities using their services.

As this Standard is reproduced from an international standard, the following applies:

e its number appears on the cover and title page while the international standard number
appears only on the cover

e In the source text ‘this International Standard’ should read ‘this Australian Standard’.

e A full point substitutes for a comma when referring to a decimal marker.

References to International Standards should be replaced by references to Australian or
Australian/New Zealand Standards, as follows:

Reference to International Standard

Australian Standard

ISO/IEC AS

11770-1 Information technology—Security 11770.1 Information technology—Security
techniques—Key management— techniques—Key management,
Part 1: Framework Part 1: Framework

ISO/IEC TR

13335-1 Information technology—Guidelines 13335.1 Information technology—Guidelines
for the management of IT security— for the management of IT security,
Part 1: Concepts and models for IT Part 1: Concepts and models for IT
Security Security

13335-2 Information technology—Guidelines 13335.2 Information technology—Guidelines
for the management of IT security— for the management of IT security,
Part 2: Managing and planning IT Part 2: Managing and planning IT
Security Security

13335-3 Information technology—Guidelines 13335.3 Information technology—Guidelines
for the management of IT security— for the management of IT security,
Part 3: Techniques for the Part 3: Techniques for the
management of IT Security management of IT Security

13335-4 Information technology—Guidelines 13335.4 Information technology—Guidelines

for the management of IT security—
Part 4: Selection of safeguards

for the management of IT security,
Part 4: Selection of safeguards
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